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Definitions

Business Drivers / Risk Assessment Documented - The business drivers for and risks addressed by multi-factor authentication have been 
documented to whatever level of formality is appropriate for your institution. Enter the year this was done in this cell of the table.
Project Launched with Resources Assigned - A project has been launched with appropriate resources assigned for its completion. Enter the 
year this was done in this cell of the table.
MFA Deployed for At Least One Application - Multi-factor authentication has been deployed for at least one application on campus. Enter the 
year this was done in this cell of the table.
MFA Deployed as Part of Campus Identity Management System - Multi-factor authentication has been integrated into the campus identity 
management system, potentially available for any campus application. Enter the year this was done in this cell of the table.
Information of Interest to Other Cohortium Members - Please provide links to information about your progress that you think may be of 
interest to other Cohortium members.  If there is more than one link, please create a "child" page of this page, titled "Information from <your 
institution name>", link it from this cell in the table, and include your links on that page.
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