Declare Sirtfi compliance

To assert conformance with the REFEDS Security Incident Response Trust Framework for Federated Identity (Sirtfi):

Log in to Federation Manager and click your IdP's entity ID in the list of Existing Identity Providers.

Click "Entity Attributes" from the left navigation. The Entity Attributes section appears.

Check the box under the Assert Column for the row labeled REFEDS SIRTFI.

IMPORTANT! Remember to navigate to "Review and Submit" to submit your entity for publication. Your changes won't be published to the InCommon metadata until you submit it for publication.

Working with SAML metadata

- Entity ID
- Scope
- Contacts information
- SAML Representation of InCommon Metadata
- Requested Attributes
- IdP SSO Settings (IDPSSODescriptor)
- SP SSO Settings (SPSSODescriptor)
- Qualifications and Capabilities (Entity Attributes, etc.)
- Manage metadata export options
- mdui:PrivacyStatementURL Syntax

Related content

- Sirtfi category
- Declare Sirtfi compliance
- Registered by InCommon category
- InCommon-Only Research and Scholarship category (deprecated)
- REFEDS Research and Scholarship category
- Entity Categories
- Tagging an entity with Research and Scholarship entity attribute
- Hide an identity provider from discovery
- Service provider - apply for Research and Scholarship category
- Research and Scholarship FAQ
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