Achieve Assurance Level
MFA Decision Tree

Is being able to achieve/assert a Silver
or higher Level of Assurance important/
required for at least some users within
your institution?

edld it take significant ef
cost (time and/or money) to
retrofit your password ecosystem

-- policies, processes, access
protocols, guessing controls, et
—— to satisfy Silver-leve
requirements?
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effért/cost to retrofit }Qur \ 4

identity vetting, IdM policig Consider adding a Silver-compliant "what you1
processes, and have" authentication technology to your

documentation, etc. to Federated SSO, and having the processes &
achieve Silver, and do you policies around managing/assigning the

have just a limited population MFA-related devices start at a Silver-
today that needs it? compliant level.

Kill you need Level 3 ¢

Now see SSO MFA
Integration Pattern
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