
The Latest from the List – August 2022

Here is the July installment of the new monthly communication from the
InCommon Certificate Service. Each month we will highlight a frequently asked
question from the list along with its corresponding responses as well as added
notes from our team when needed. Please let us know if there is a question that
you would like to see addressed in a future installment of The Latest from the
List. In the meantime, keep the great dialogue going on the list!
—Paul Caskey, Program Manager, InCommon Certificate Service

Q: How do you create an ACME account for DV endpoint?

A: ACME with Sectigo uses External Account Binding, and you assign
domains to the specific ACME account in Cert Manager, and then that ACME
client using that ACME account has access to issue certificates for those
assigned domains.

Note that "ACME Accounts" are not accounts that a person has that they use to
access Sectigo Cert Manager, they're something you create within Sectigo Cert
Manager specifically for use with ACME.
—Peter Bajurny, Cloud & Automation Engineer, University of Minnesota

A: You cannot use DV endpoint if you have enabled OV.
The DV, OV, EV are the same certificates, just different levels of trust.

● DV Domain Validated only
● OV (Domain Validated and) Organization Validated
● EV Extended Validation (Domain validation, Organization validation) and a

deeper investigation of organization.
—Caleb Kennedy, Service Account Manager, Sectigo


